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[bookmark: _Toc57213214]Overview

This guide includes important hardware/software requirements, installation & upgrade procedures, and troubleshooting tips for using SSD7000 NVMe RAID controllers, the RocketStor 6661A-NVMe Thunderbolt™ 3 NVMe RAID solution,  and SSD6540/6540M RAID enclosures with a macOS operating system.

Prerequisites
This section describes the base hardware and software requirements for SSD7000 series NVMe RAID controllers & enclosures. 

Driver Installation
This section covers driver installation, driver upgrade and driver uninstallation procedures for SSD7000 series NVMe RAID controllers & enclosures in a macOS environment.

Troubleshooting
Please consult this section if you encounter any difficulties installing or using SSD7000 series NVMe RAID controllers or enclosures. It includes descriptions and solutions for commonly reported technical issues.

Appendix
This section describes how to collect trouble shooting information for support cases you have submitted via our Online Support Portal.


[bookmark: _Toc34143377][bookmark: _Toc42703394][bookmark: _Toc57213215]Prerequisites 
1) [bookmark: _Hlk33629486]Make sure at least one NVMe SSD’s has been installed into the HighPoint NVMe controller or enclosure. The driver will not install properly unless NVMe SSD’s are detected by the hardware environment.
2) The SSD7101A-1/7120/6540/6540M/7103/7104/7140/7505/7540 NVMe device must installed into a PCIe 3.0 slot with x16 dedicated lanes. The SSD7204 can be installed into a PCIe 3.0 x8 or x16 slot.
If you are using the RocketStor 6661A-NVMe or a SSD7000 NVMe RAID controller via the RocketStor 6661A adapter, the RocketStor unit must be plugged into a Thunderbolt™ 3 port.
3) Operating System Support: macOS 11.0
4) Before installing the driver and RAID Management software, you should log into the system as a System Administrator.
5) Identify the system as either T2 or Non-T2 based – if the system has a T2 chip, make sure to follow section 3 before attempting to install any software for the HighPoint NVMe device.


1. [bookmark: _Apple_T2_security][bookmark: _Toc57213216]Apple T2 security Chip-Disable Secure boot
Secure Boot must be disabled on the following products:
Learn more About the Apple T2 Security Chip：https://support.apple.com/en-us/HT208862
· iMac Pro
· Mac Pro introduced in 2019
· Mac mini introduced in 2018
· MacBook Air introduced in 2018 or later
· MacBook Pro introduced in 2018 or later
You can also use System Information to learn whether your Mac has this chip:
1. Press and hold the Option key while choosing Apple menu > System Information.
2. In the sidebar, select either Controller or iBridge, depending on the version of macOS in use.
3. If you see "Apple T2 chip" on the right, your Mac has the Apple T2 Security Chip.
[image: ]
[bookmark: _关闭Secure_Boot步骤(Modify_No][bookmark: _Toc57213217]Disabling Secure Boot
1) Restart the computer and then press the Command + R keys simultaneously. Keep holding the keys down until the Apple Logo appears.
2) When the menu bar says: “macOS Utilities”, you have booted into Recovery mode. Launch the Startup Security Utility application by selecting it from the Utilities menu.
[image: ]


3) A dialog box will appear, telling you that you will need to authenticate as an Administrator to make changes, click the Enter macOS Password… button.
	[image: C:\Users\test\AppData\Local\Temp\1591171660(1).png]
4) When the Startup Security Utility window appears, select No Security under the Secure Boot options.
	[image: ]
5) Select Restart from the Apple menu to restart your Mac, and wait for your normal Desktop to appear. 



2. [bookmark: _Toc57213218]Installing the Device Driver
Current drivers can be downloaded from each product’s Software Downloads webpage. 
	Product
	Download Page

	SSD7101A-1
	https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm

	SSD7120
	https://highpoint-tech.com/USA_new/series-ssd7120-download.htm

	SSD7204
	https://highpoint-tech.com/USA_new/series-ssd7204-download.htm

	SSD7104
	https://highpoint-tech.com/USA_new/series-ssd7104-download.htm

	SSD6540M
	https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm 

	SSD6540
	https://highpoint-tech.com/USA_new/series-ssd6540-download.htm 

	SSD7103
	https://highpoint-tech.com/USA_new/series-ssd7103-download.htm

	SSD7140
	https://highpoint-tech.com/USA_new/series-ssd7140-download.htm 

	RS6661A-NVMe
	https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm

	SSD7505
	https://highpoint-tech.com/USA_new/series-ssd7500-download.htm 

	SSD7540
	https://highpoint-tech.com/USA_new/series-ssd7500-download.htm 



[bookmark: _Toc57213219]macOS Big Sur 11.0 Driver Installation Procedure
1) Locate the download and double click the HighPointNVMe.pkg package to start the installer. Click the Continue button:
[image: ]
2) macOS will prompt you to install the driver. Click Install to proceed.
[image: ]
3) You will be prompted that installer is trying to install new software, enter the Administrator Username and Password. Once these have been entered, Click Install Software.
[image: ]
4) If no pop-ups appear, please proceed to the next step of installation. Click Restart.
[image: ]
5) If you receive a popup window prompting you for permission, click Open Security Preferences. 
[image: ]
6) Make sure App Store and identified developers is checked, and then click Allow.
[image: ]
7) You will receive a popup window, prompting you to restart. Click Not Now.
[image: ]
8) If you receive the permission prompt for the second time, click "Open Security Preferences" again.
[image: ]
9) Make sure App Store and identified developers is checked, and then click Allow.
[image: ]
10) You will receive a popup window, prompting you to restart. Click Not Now.
[image: ]
11) Return to the driver installation window. Click Restart to restart the system.
[image: ]
12) After the system restarts, the driver’s status can be viewed under System Information→Extensions; The following screenshot shows the HighPointNVMe driver has been loaded:
[image: ]

[bookmark: _macOS_10.13/10.14/10.15_WEBGUI]
3. [bookmark: _Toc57213220]Updating the Device Driver
Note：Update the driver, please make sure the RAID controller is connected to the host.
Current drivers can be downloaded from each product’s Software Downloads webpage. 
	Product
	Download Page

	SSD7101A-1
	https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm

	SSD7120
	https://highpoint-tech.com/USA_new/series-ssd7120-download.htm

	SSD7204
	https://highpoint-tech.com/USA_new/series-ssd7204-download.htm

	SSD7104
	https://highpoint-tech.com/USA_new/series-ssd7104-download.htm

	SSD6540M
	https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm 

	SSD6540
	https://highpoint-tech.com/USA_new/series-ssd6540-download.htm 

	SSD7103
	https://highpoint-tech.com/USA_new/series-ssd7103-download.htm

	SSD7140
	https://highpoint-tech.com/USA_new/series-ssd7140-download.htm 

	RS6661A-NVMe
	https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm

	SSD7505
	https://highpoint-tech.com/USA_new/series-ssd7500-download.htm 

	SSD7540
	https://highpoint-tech.com/USA_new/series-ssd7500-download.htm 



[bookmark: _Toc57213221]Updating the Device Driver (for macOS11.0)

1) Locate the download and double click the HighPointNVMe.pkg package to start the installer. Click the Continue button:
[image: ]
2) macOS will prompt you to install the driver. Click Install to proceed.
[image: ]
3) You will be prompted that installer is trying to install new software, enter the Administrator Username and Password. Once these have been entered, Click Install Software.
[image: ]
4) If no pop-ups appear, please proceed to the next step of installation. Click Restart.
[image: ]
5) If you receive a popup window prompting you for permission, click Open Security Preferences. 
[image: ]
6) Make sure App Store and identified developers is checked, and then click Allow.
[image: ]
7) You will receive a popup window, prompting you to restart. Click Not Now.
[image: ]
8) If you receive the permission prompt for the second time, click "Open Security Preferences" again.
[image: ]
9) Make sure App Store and identified developers is checked, and then click Allow.
[image: ]
10) You will receive a popup window, prompting you to restart. Click Not Now.
[image: ]
11) Return to the driver installation window. Click Restart to restart the system.
[image: ]
12) After the system restarts, the driver’s status can be viewed under System Information→Extensions; The following screenshot shows the HighPointNVMe driver has been loaded:
[image: ]

4. [bookmark: _Toc57213222]Uninstalling the Device Driver
[bookmark: _Toc57213223]Uninstalling the Device Driver for macOS11.0
To uninstall the NVMe driver, you will need to open a Terminal window and enter the following command:
sudo rm -rf /Library/Extensions/HighPointNVMeHelper.kext
sudo rm -rf /Library/Extensions/HighPointNVMe.kext
sudo kextcache –i /
[image: ]
[bookmark: _WEBGUI_uninstallation_steps]
5. [bookmark: _Installing_the_RAID][bookmark: _Toc57213224]Installing the RAID Management Software (WebGUI)
[bookmark: _Installing_the_WebGUI][bookmark: _Toc57213225]Installing the WebGUI for macOS11.0
1) Double click the package named HighPointWebGUI.pkg to start the installer. When the window appears, click the Continue button.
	      [image: Screen Shot 2014-11-03 at 11]
2) You will be promoted to click the Install button. Click Install to continue.

	       [image: Screen Shot 2014-11-03 at 11]
3) You will then be promoted to enter the Administrator Username and Password. Once these have been entered, click Install Software to continue.
[image: Screen Shot 2014-11-03 at 11]

4) The WebGUI Management software has been installed. Click Close to complete the procedure.
[image: Screen Shot 2014-11-03 at 11]


6. [bookmark: _Toc57213226]Updating the WebGUI for macOS11.0
1) First, uninstall the current WebGUI.  Please refer to item 7 below (Uninstalling the WebGUI).
2) Once the system has rebooted, download the latest version of the WebGUI from the appropriate Software Downloads webpage.
3) Locate the download and double click the package named HighPointWebGUI.pkg to start the installer. Please refer to Installing the WebGUI for macOS11.0 for more information.
7. [bookmark: _Uninstalling_the_WebGUI][bookmark: _Toc57213227]Uninstalling the WebGUI for macOS11.0
To uninstall the WebGUI, access Applications, click on HPTWEBGUI, select uninstall, and double-click the uninstall-WebGUI.command. The uninstall command will automatically open a terminal and uninstall the software:
[image: ]
[image: ]

8. [bookmark: _Toc57213228]Trouble shooting
[bookmark: _Toc57213229]Unable to connect to the WebGUI
After the driver and management software are installed, the management software displays a "Connection Failure" warning when attempting to start the interface:[image: ]
[bookmark: _Toc44428091][bookmark: _Toc44428209][bookmark: _Toc44509627][bookmark: _Toc44597472][bookmark: _Toc44599925][bookmark: _Toc44598470][bookmark: _Toc44605697][bookmark: _Toc57213230]This error can be triggered by one of the following issues:
1. [bookmark: _Toc44428092][bookmark: _Toc44428210][bookmark: _Toc44509628][bookmark: _Toc44594819][bookmark: _Toc44596845][bookmark: _Toc44597426][bookmark: _Toc44597473][bookmark: _Toc44599926][bookmark: _Toc44598471][bookmark: _Toc44605698][bookmark: _Toc57213231]The HighPoint NVMe hardware is not recognized by macOS
2. [bookmark: _Toc44428093][bookmark: _Toc44428211][bookmark: _Toc44509629][bookmark: _Toc44594820][bookmark: _Toc44596846][bookmark: _Toc44597427][bookmark: _Toc44597474][bookmark: _Toc44599927][bookmark: _Toc44598472][bookmark: _Toc44605699][bookmark: _Toc57213232]The HighPoint NVMe device driver is not installed or is not loading properly.
3. [bookmark: _Toc44599928][bookmark: _Toc44598473][bookmark: _Toc44605700][bookmark: _Toc57213233]WEBGUI service is not running.
4. [bookmark: _Toc44428094][bookmark: _Toc44428212][bookmark: _Toc44509630][bookmark: _Toc44594821][bookmark: _Toc44596847][bookmark: _Toc44597428][bookmark: _Toc44597475][bookmark: _Toc44599929][bookmark: _Toc44598474][bookmark: _Toc44605701][bookmark: _Toc57213234]The system’s SIP status is incorrect.
5. [bookmark: _Toc44428095][bookmark: _Toc44428213][bookmark: _Toc44509631][bookmark: _Toc44594822][bookmark: _Toc44596848][bookmark: _Toc44597429][bookmark: _Toc44597476][bookmark: _Toc44599930][bookmark: _Toc44598475][bookmark: _Toc44605702][bookmark: _Toc57213235]If you are using a T2 system; Secure Boot may not be disabled

1. [bookmark: _Toc57213236]Verifying the HighPoint NVMe hardware
Please refer to the Appendix – Verifying Product Installation to make sure the HighPoint NVMe device is properly recognized by macOS. 
Note: If you are using the RocketStor 6661A-NVMe:
1. If you are using the RocketStor 6661A-NVMe (RS6661A-NVMe), or another SSD7000 series controller via our RocketStor 6661A adapter and a Thunderbolt™ 3 connection, refer to the third screenshot displayed under - Appendix – Verifying Product Installation. If the RS6661A entry is present, proceed to screenshot #2. 
2. If the RocketStor 6661A entry is not displayed, this may be related to a connection problem – move the RS6661A to another Thunderbolt™ 3 port or replace the cable and recheck the entry.
2. [bookmark: _Toc57213237]Make sure the HighPoint NVMe Driver is loaded
Please refer to the Appendix - Checking the Driver status and Version to make sure the HighPoint NVMe driver is installed properly.
1. If the HighPoint NVMe driver is not loading, proceed to step 2 – Check the security & privacy status. If HighPoint software is blocked in the permission, you need to click Allow.
2. If the driver is loading properly, but the WebGUI is still unable to start, please try to restart the WEBGUI service. Please refer to Appendix - WEBGUI service restart make settings.
If WEBGUI is still not connected, please contact our Support Department to open a support ticket. Please make sure to include any screenshots and system information you are able to collect (see the Appendix for more information).
3. [bookmark: _Toc57213238]Check the SIP status
1. Please refer to the Appendix - Checking the SIP Status .
2. If the settings are not correct for your system, please refer to the driver installation manual for each system to reset the SIP status.
4. [bookmark: _Toc57213239]For T2 Systems: Make sure Secure Boot is disabled
1. Please refer to the Appendix – Systems with T2 chipsets – Secure Boot status . If the setting is incorrect, you will need to reboot the system to change the setting.
If you encounter any problems while checking items 1-5, please refer to the Appendix to collect information about your system and configuration, and submit a support ticket to our Customer Support department using our Online Support Portal: https://www.highpoint-tech.com/websupport/main.php 

[bookmark: _Toc57213240]The WebGUI can’t connect to a remote system
If you can’t connect to a remote system, make sure raidman-httpsd is running on the target system, and confirm that you can access the remote system via a TCP/IP connection. If you have a firewall configured, make sure TCP port 7402 is not blocked.




[bookmark: _Appendix][bookmark: _Toc41495322][bookmark: _Toc41925122][bookmark: _Toc42703406][bookmark: _Toc57213241]Appendix
When submitting s support ticket via our Online Support Portal, the following information will help our Support Department diagnose and resolve your issue as quickly and efficiently as possible.

[bookmark: _Toc57213242]Collecting the macOS version
1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and click “Version
”. Then the version number of the system will all be displayed.
[image: ]

[bookmark: _Check_the_security][bookmark: _Toc57213243]Check the security & privacy
1) Check if there is HighPoint software blocked in the permission, if it is blocked, you need to click “Allow”.
[image: ]

[bookmark: _Verifying_Product_Installation_1][bookmark: _Verifying_Product_Installation(Scre][bookmark: _Toc57213244]Verifying Product Installation
1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select “About this Mac”.
RocketStor 6661A-NVMe (Thunderbolt entry):
[image: ]
2) If you are using a SSD7000 series NVMe RAID controller, check under Hardware, PCI. Reference screenshots for each product are show below.
SSD7101A / 7104 / 7204 / 7120 / 6540 / 6540M , or RS6661A-NVMe:
[image: ]


SSD7140:
[image: ]
SSD7103:
[image: ]

SSD7110:
[image: ]



[bookmark: _Hlk44416612]	SSD7505：
	[image: 图形用户界面, 文本

描述已自动生成]
	SSD7540
	[image: ]
[bookmark: _How_to_collect][bookmark: _Screenshots][bookmark: _WEBGUI_Screenshots][bookmark: _Toc57213245]WEBGUI Screenshots
Please take screenshots of WEBGUI each Tab (such as Physical, Logical, Event, etc.) and upload these to your support case. In addition, check the Event log tab and save a copy of the current log – please upload this to the support case.
[bookmark: _WEBGUI_service_restart][bookmark: _Toc57213246]WEBGUI service restart
If you can’t connect to the WebGUI, please check if a process named raidman-httpsd is running on the        system. If it is not running, you can start it manually by opening a terminal window and running the command: “sudo hptdaemonctl restart”.
[bookmark: _Checking_the_SIP][bookmark: _Toc57213247]Checking the SIP Status
Open a Terminal window and enter the following command:
csrutil status
Please take a screenshot of the output, and attach it to a support case (see example below):
[image: ]
The status will vary depending on which version of macOS you are using:
	MacOS Version
	SIP Status
	Driver Status

	11.0.x
	Enable
	Loaded



[bookmark: _T2_chip_machine][bookmark: _Systems_with_T2][bookmark: _Toc57213248]Systems with T2 chipsets – Secure Boot status
You will need reboot the system and enter Recovery Mode to check the Secure Boot status. This setting should remain disabled.

[bookmark: _Checking_the_Driver][bookmark: _Toc42703408][bookmark: _Toc57213249]Checking the Driver status and Version
1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select “About this Mac”.
2) Click on Extensions, and then click on HighPoint NVMe entry – please take a screenshot and attach it this support case (see the example below):
[bookmark: _Verifying_Product_Installation]System InformationSoftwareExtensionsHighPointNVMe

[bookmark: _Collecting_System_Logs][bookmark: _Toc42703409][image: ]
[bookmark: _How_to_Collect_1][bookmark: _Toc57213250]How to Collect System Logs
1) Please attach a copy of the /var/log folder to your support ticket.
To locate the /var/log Folder: 1. Go to Applications → Utilities → Console:
[image: ]


2) On the left side of the Console application, right-click on the /var/log folder and select Reveal in Finder: 
[image: ]

3) You should then be automatically directed to the log folder in the var directory. Please remember when sending the folder to zip file, you should first direct it to a separate location (such as the desktop). 
[image: ]
4) In addition to /var/log Folder detailed above, please attach a copy of the errlog.txt file:
a. Open terminal and type the following, then press Enter:
log show |grep kernel > hptsyslog.txt 
[image: ]
5) Please attach the hptsyslog.txt to your support ticket.
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Last login: Thu Jul 2 13:34:32 on ttys6ee
/Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;
test@tests-Pro2019 ~ % /Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;

This script will attempt to uninstall HighPoint Web RAID Controller Manage Service

Note: You must be logged on as an administrator to uninstall the software.
The script will prompt you for an administrator password.

If prompted for a password please enter your administrator password.

The following service files will be deleted
/Applications/HPTWEBGUI
/Library/Receipts/wwwfiles.pkg
/Library/Receipts/webservice.pkg
/Library/LaunchDaemons /HPTWebGUIDaemon . plist
/ust/share/hpt
/usr/bin/hptdaemonctl
/Library/LaunchDaemons/HPTWebGUIDaemon.plist: Operation now in progress
‘Process has completed.

[Process completed]ll




image21.png
FighPoiut

Globai View  phy Logical  Setting  Event  SMI  Logout  Welp

‘The connection between WebGUI and RocketRAID HBA has been
interruptted, WebGUI wil try to reconnect RocketRAID HBA in 2 second(s).

HonPoin BAID Management 212.3
Copyregnt () 1996-3020 mghPint Technalogies, nc. All Rights Reserved




image22.png
[ X ] Overview Displays Storage Support Service

macOS Bii Sur

MacBook Pro (13-inch, 2018, Four Thunderbolt 3 Ports)
Processor 2.3 GHz Quad-Core Intel Core i5

Memory 8 GB 2133 MHz LPDDR3

Startup Disk 1101

Graphics Intel Iris Plus Graphics 655 1536 MB

Serial Number C02XN5U7JHC8

System Report... Software Update...




image23.jpeg
L < Security & Privacy Q

CEZEN Fievault  Firewall Privacy

Alogin password has been set for this user  Change Password.

Require password < after sleep or screen saver begins
Show a message when the screen is locked
Disable automatic login

Allow apps downloaded from:

App Store
(© App Store and identified developers

System software from developer “HighPoint Technologies, Inc* was Allow
blocked from loading.

@ Click the lock to prevent further changes. Advanced.




image24.png
v w MECDUOK P10
¥ Hardware Thunderbolt Device Tree
o epa Thunderbolt Bus 0
pomePay ¥ Thunderbolt Bus 1
Blstooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel

FiroWi
GraphicsDisplays
Memory
NUMExpress
per
Paralll sCS1
Power
Printers
sas
SATA/SATA Express.
e
storage
Thunderbolt HighPoint Technologies, Inc.
s Dovice Name:  RocketStor 6661
etk Vendor ID: oa3
o Dovice ID: 0x6661
Firewall Device Revision: 01
Locations up: 0x0043053BE549ED00
Volumes Route Sting: 1
Firmware Version: 261
AN Port (Upstream)
WiFi Status Device connected
¥ Software Link Status: 02
Accessibilty Speed: Up 10 40 Gb/s x1
Aopilcations Current Link Width 02
Cable Firmware Version: 090
Developer Link Controller Firmware Version: 0360
Disabled Software port:
Extensions. Status: No device connected
Fonte. Link Status: 07
Frameworks. Speed: Up 10 40 Gb/s x1

Current Link Width: oxt





image25.png
" Hardware
-
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards.
Fibre Channel
FireWire
Graphics/Displays
Memory

ET

Card
Peitd4d,2804
pei1ddd,2804
peitadd, 2804
peita4d,a804

~ Type Oriver Installed
NVM Expross Controller ~ Yes.
NVM Express Controller  Yes.
NVM Express Controller
NVM Expross Controller

Siot
Thunderbolt@71,00
Thunderbolt@72,00
Thunderbolt@69,00
Thunderbolt®70,0,0

Power
Printers

sAs

SATA/SATA Express
sl

Storage

NVM Expross Controller
Ye

Yes
No

Yes

pel
Thunderbolt®71,0,0
oxtead

0804

: 0xaad

0xa801
00000
xa

8.0GTs

e8e <>, @ localhos
Controter(): Nve [
Global View  Physical Setting  E





image26.png
¥ Hardware.
ATA
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics.
Disc Burning
Ethernet Cards
Fibre Channel

card

AMD Radeon Pro 580X
Pi10b5,87d0
Pit0b5,87d0
Pit0b5,87d0
Pil0b5,87d0
Peit5b7,5002
Peit5b7,5003
Peit5b7,5003
Peit5b7,5003
pei1261,2262
peitadd,a808

~ Type

Display Controller
Unknown

Unknown

Unknown

Unknown

VM Expross Contraller
NUM Express Controller
NUM Express Controller
NUM Express Controller

NUM Express Controller
NUM Express Controller

NVM Express Controller

NUM Express Controller
Thunderbolt Contraller

USB extensible Host Controller

ATY,Forrahue
Display Controller
Yes.

Yes

pel

Slot-1700
ox1002

ou67dt

0x108b

010206

0x00c0

16

Frowire e
peada
GraphlesDisplays
CrielDlar oo ato
NVMExprass e
B I—
Paralle Sc51
Power
rinirs
s AMD Radeon Pra 580X:
SHTSATA Bpress
- Name:
orage Type:
Storag Driver Installed:
Thndarbol Ms‘
usa b
¥ Network Slot:
Firewall Vendor ID:
Bevea o
Loestions Subsystem Vendor ID:
Vohumas Sibaysem 5,
AN Revlon B
e S
i Spee:

¥ Software

806Ts

Driver Installed
Yes
No
No
No
No
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes

Stot
Slot-18700
Slot-3@17,01
Slot-3@1702
Slot-3@17,03
Slot-3@1700
Slot-3@26,0,0
Slot-3@21,00
Slot-3@20,00
Slot-3@24,00
Slot-3@22,0,0
Slot-3@19,00
Slot-3@23,0,0
Slot-167,01
Slot-3@25,0,0
‘Thunderbolt@146,0.0
‘Thunderbolt@145,0,0




image27.png
00

¥ Hardware
ATA
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Hardware RAID
Memory
NVMExpress.
PCI
Parallel 2SI

Card

pcit44d,a808
pcit44d,a808
pci144d,a808
pcil44d,a808
pci1103,7103

pcil44d,a808:

Type:
Driver Installed:

Tunnel Compatible:

Pause Compatible:
MSI:

Bus:

Slot:

Vendaor ID-

NVM Express Controllel

NVM Express Controllel
NVM Express Controllel
NVM Express Controlles
RAID Controller

NVM Express Controller
Yes

Yes

Yes

Yes

PCI
Thunderbolt@130,0,0
ov1a4d

Driver Installed

Yes
Yes
Yes
Yes
No

Slot

Thunderbolt@130,0,0
Thunderbolt@131,0,0
Thunderbolt@138,0,0
Thunderbolt@136,0,0
Thunderbolt@137,0,0




image28.png
v @

7 Hardware
ATA
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Hardware RAID
Memory
NVMExpress
PCI
Parallel SCSI

Card

pcil44d,a804
pci144d,a804
pcil44d,a808
pci1103,7110

pci144d,a804:

Type:
Driver Installed:

Tunnel Compatible:

Pause Compatible:
MSI:

Bus:

Slot:

Vendor ID:

Type Driver Installed

NVM Express Controller | Yes
NVM Express Controller | Yes
NVM Express Controller | Yes
RAID Controller No

NVM Express Controller
Yes

Yes

Yes

Yes

PCI
Thunderbolt@135,0,0
0x144d

Slot

Thunderbolt@135,0,0
Thunderbolt@132,0,0
Thunderbolt@134,0,0
Thunderbolt@133,0,0




image29.png
eoce Mac Pro

¥ Hardware card ~ Type Driver Installed ~ Slot
::;‘e Pay AMD Radeon Pro 580X Display Controller Yes | Slot167,00
Audio pci144d,a808 NVM Express Controller Yes SI0t-3@21,0,0
Bluatooth pci144d,a808 NVM Express Controller Yes Si0t-3@22,00
Comers pei1a4d,a808 NVM Express Controller Yes SIot-3@23,0,0
Card Reader pei1add 2808 NVM Express Controller Yes Slot-3@24,0,0
Comtrollar pci1000,010 QiberMass Siarage Contraller N SI0t-3@32,0,0
! pcit002,aaf0
Diagnostics
RAID Controller No
Disc Burning
Ethernat Cands pciB08s, 15eb Thunderbolt Controller Yes Thunderbolt @149
Fibre Chanmel XHCa USB eXtensible Host Controller  Yes Thunderbolt@148,0,0
FireWire
Graphics/Displays pei103,7508:
Memory
NVMExpress Type: RAID Controller
] Driver Installed: o
Parallel SCSI s No
poer Bus: ]
> Siot: Si0t-3@27,0,0
Printers Vendor ID: 0x1103
SAS Device D! 0x7505
SATA/SATA Express Subsystem Vendor ID: 0x1103
e Subsystem ID: 0x0001
Revision ID: 0x0001
Storage Link Wit x2
Thunderbolt Link Speed: 506T/s
uss
¥ Network
Firewall
Locations
Volumes

& test’s Mac Pro > Hardware > PCI > pci1103,7505




image30.png
ece Mac Pro

¥ Hardware Card ~ Type Driver Installed ~~ Slot
ATA

Apole Pay AMD Radeon Pro 580X Display Controler Yes Slot-187,00
Audio pci144d,a808 NVM Express Controller Slot-3©2700
Blustooth pci144d,a808 NVM Express Controller Yes Slot-3@30,0,0
Camera pci144d,a808 NVM Express Controller Yes SI0t-3@29,00
Card Reader pci144d,a808 NVM Express Controller Yes SI0t-3@28,00
Controller pci144d,a808 NVM Express Controller Yes Slot-3@21,00
Disgnostics pci144d,a808 NVM Express Controller Yes Slot-3@22,00
Diee Burning pcilaad,a808 NVM Express Controller Yes Siot-3023,00
Etharnet Gards p:\;\:::,z;oos gv:« E::ras; Cnmm(H:Er , Yes z:mr;@zg,g‘g
Fibre Ohanmel SEDEI ther Mass Storage Controller SIan@m,‘,
FireWire pci1002,aaf Tt Deviee 10t-187,0,

RAID Controller No
Graphics/Displays
Vemory pciB0g,15eb Thunderbolt Controller Thunderbolt@151,0,0
XHC4. USB extensible Host Controller ~ Yes Thunderbolt@150,0,0

NVMExpress
]
Parallel SCSI Peit103,7540:
Power
Printers Type: RAID Controller
s Driver Installed: No

st No
SATAISATA Express Bus: pCI
spI slot: Slot-3@33,00
Storage Vendor ID: 0x1103

Device ID: 0x7540
Thunderbolt Subsystem Vendor ID: 0x1103
uss Subsystem ID: 0x0001

¥ Network Revision ID: 030001
Firewall x1
Locations soers
Volumes
WWAN

4 test's Mac Pro > Hardware > PCI > pci1103,7540




image31.png
2 test— -zsh — 80x2

LN ]
Oct 12 16:02:36 on ttyseeo

Last logil

test@testsMB20161015 ~ %




image32.png




image33.png
ce Console
) e o & lla
Now Activies s Reosd o snare
o rors and Fats
oy o umtom InauAgteon
. corecopurediog
B10134's Mac it
anpopolyd s
ek isiog
Mo comertiog
3 systam Reports. insaliog
9 sor Roparts montyou
¥ aptenog
] & 1 psemiog 0.1
! ysomog 12

Roveal in Finder

1 opstemiog 8z




image34.png




image35.png
eo0e @ test — errlog.command — 69x17

Lost login: Tue Dec 11 08:57:48 on ttys6e0
/Users/test/Desktop/errlog.conmand ; exit;

tosts-iMac2017:~ test$ /Users/test/Desktop/hptsyslog.command ; exit;
HighPoint Collect system log for Mac v1.0.0

Make sure you want to collect system log, press enter to continue

Collecting system log..

Saving session. ..

+..copying shared history...

+..saving history...truncating history files...
+..completed.

[Process completed]fi




