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Overview

This guide includes important hardware/software requirements, installation & upgrade procedures,
and troubleshooting tips for using SSD7000 NVMe RAID controllers, the RocketStor 6661A-
NVMe Thunderbolt™ 3 NVMe RAID solution, and SSD6540/6540M RAID enclosures with a
macOS operating system.

Prerequisites
This section describes the base hardware and software requirements for SSD7000 series NVMe
RAID controllers & enclosures.

Driver Installation
This section covers driver installation, driver upgrade and driver uninstallation procedures for
SSD7000 series NVMe RAID controllers & enclosures in a macOS environment.

Troubleshooting

Please consult this section if you encounter any difficulties installing or using SSD7000 series
NVMe RAID controllers or enclosures. It includes descriptions and solutions for commonly
reported technical issues.

Appendix
This section describes how to collect trouble shooting information for support cases you have
submitted via our Online Support Portal.



Prerequisites

1) Make sure at least one NVMe SSD’s has been installed into the HighPoint NVMe controller
or enclosure. The driver will not install properly unless NVMe SSD’s are detected by the
hardware environment.

2) The SSD7101A-1/7120/6540/6540M/7103/7104/7140/7505/7540/7540L NVMe device must
installed into a PCle 3.0 slot with x16 dedicated lanes. The SSD7204 can be installed into a
PCle 3.0 x8 or x16 slot.

If you are using the RocketStor 6661A-NVMe or a SSD7000 NVMe RAID controller via the
RocketStor 6661A adapter, the RocketStor unit must be plugged into a Thunderbolt™ 3 port.

3) Operating System Support: macOS 11.0

4) Before installing the driver and RAID Management software, you should log into the system
as a System Administrator.

5) Identify the system as either T2 or Non-T2 based — if the system has a T2 chip, make sure to
follow section 1 before attempting to install any software for the HighPoint NVMe device.

6) Ifyou’re using the Apple M1 Platform, make sure to follow section 2 before attempting to
install any software for the HighPoint NVMe device.



1. Apple T2 security Chip-Disable Secure boot

Secure Boot must be disabled on the following products:

Learn more About the Apple T2 Security Chip: https://support.apple.com/en-us/HT208862
e iMac (Retina 5K, 27-inch, 2020)

iMac Pro

Mac Pro (2019)

Mac Pro (rack model, 2019)

Mac mini 2018

MacBook Air (Retina, 2020 or later)

MacBook Pro (Retina, 2020 or later)

You can also use System Information to learn whether your Mac has this chip:

Press and hold the Option key while choosing Apple menu L3 System Information.

2. Inthe sidebar, select either Controller or iBridge, depending on the version of macOS in
use.

3. Ifyousee “Apple T2 chip” on the right, your Mac has the Apple T2 Security Chip.

@ ® MacBook Pro
¥ Hardware Controller Information:
ATA
Audio ModeJ Name: . Apple T2 chip
Firmware Version: 15P6613
Bluetooth Boot UUID: A2CEB882-3D97-40F5-A382-2COAEBIEQ50D
Camera
Card Reader
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel

FireWire
Graphics/Displays
Hardware RAID
Memory
NVMExpress

PCI

Parallel SCSI
Power

Printers

SAS

SATA/SATA Express
SPI

Storage
Thunderbolt

USB

B John's MacBook Pro » Hardware > Controller

Disabling Secure Boot —For Apple Intel Platform

1) Restart the computer and then press the Command + R keys simultaneously. Keep
holding the keys down until the Apple Logo appears.

2) When the menu bar says: “macOS Utilities”, you have booted into Recovery mode.
Launch the Startup Security Utility application by selecting it from the Utilities
menu.


https://support.apple.com/en-us/HT208862
https://support.apple.com/kb/HT203001

[F®  macos utiiities File Edit SRNTEEE Window

3) A dialog box will appear, telling you that you will need to authenticate as an
Administrator to make changes, click the Enter macOS Password... button.

eas Startup Securty Utlity. — -

Authentication Needed. _
fou will nead ta icare 85 8 Admini to change the boot
-gacyrity settings.

l Erter macOS Password... |

4) When the Startup Security Utility window appears, select No Security under the
Secure Boot options.

gao Startup Security Uity
n Firmware password protection ks off.

Tuen on a firmeare passward fo present this camputer from starting g from 2
ditferent hard disk, CR, or VD without the passaord.

Turn On Firmvware Password...

Secure Boot

{IFull Sacurity
Erduras thag anly your current 08, or tigned operating system software cunently
trusted by Apple, can min. This mode requires a netwark connection at seiiware
Installation time.

. Medium Security
Allows any varion ol signed cperabing system soitware over brusted by Apple 1o run

ﬂNo Sacurity
Doz ned enforoe amy requiremenls a1 Bootabhe 05,

- Allowed Boot Media

L Dizaliow booting from external o removable medis i
RariGts e ability to koot from any device not protected by the T2 such as LSS and
lmt_tb_nl_l drives ar internally connected PCIe or SATA drives.

Jn Aot booting frem extarnal or ramovable media
o ,ﬁpur:wq-urmh ability to beat from any devices.

5) Select Restart from the Apple menu to restart your Mac, and wait for your normal
Desktop to appear.

2. Apple M1 Platform — Reduced Security Policy

Security Policy must be reduced on the following products:

e Mac mini (M1, 2020)
e MacBook Air (M1, 2020)
e MacBook Pro (13-inch, M1, 2020)

You can also choose Apple menu % > About This Mac to find out if your Mac supports the
M1 chip:



Overview Displays Storage Support Service

macOS Big Sur

Version 11.2.3

MacBook Air (M1, 2020)
Memory 8 GB

Startup Disk 0S2

Serial Number FVFFICF1Q6LC

System Report... Software Update...

Reduced Security Policy —For Apple M1 Platform

1) Choose Apple menu € > Shut down.
2) Hold down the power button on your Mac until you see “Loading Startup Option”.

Loading starip oplions...

3) Click Options, then click Continue.

Options

4) When the menu bar says: “macOS Recovery”, you have booted into Recovery mode.
Launch the Startup Security Utility application by selecting it from the Utilities
menu.

@ Recovery File Edit Utilities Window

m:a ISacwfrr Utilty

Share Disk...




Startup Security Utility

Select the system you want to use to set the security pelley

macDs 11.2.3

You have siected macDS 11.2.3 on the disk *052° Security ﬂ;j’x.—y_.

6) Select Reduced Security and ‘Allow user management of kernel extensions from

Identified developers’, click OK.
If required, please enter the password of the administrator account.

Security Policy for “0S2":

Full Security
Ensures that only your current OS, or signed operating system softwara currently trusted by
Apple, can run. This mode requires a network connection at software installation time.
® Reduced Security
Allows any version of signed oparating system software ever trusted by Appla to run.

¥ Allow user management of karnel extensions from identified developers
Allow remote management of kernel extensions and automatic software updates

R

7) Select Restart from the Apple menu to restart your Mac, and wait for your normal
Desktop to appear.

. Installing the Device Driver

Current drivers can be downloaded from each product’s Software Downloads webpage.

Product Download Page

SSD7101A-1 https://www.highpoint-tech.com/USA new/series-ssd7101a-1-download.htm
SSD7120 https://highpoint-tech.com/USA new/series-ssd7120-download.htm
SSD7204 https://highpoint-tech.com/USA new/series-ssd7204-download.htm
SSD7104 https://highpoint-tech.com/USA new/series-ssd7104-download.htm
SSD6540M https://highpoint-tech.com/USA new/series-ssd6540m-download.htm
SSD6540 https://highpoint-tech.com/USA new/series-ssd6540-download.htm
SSD7103 https://highpoint-tech.com/USA new/series-ssd7103-download.htm
SSD7140 https://highpoint-tech.com/USA new/series-ssd7140-download.htm
RS6661 A-NVMe https://highpoint-tech.com/USA new/series-rs6661a-nvme-download.htm
SSD7505 https://highpoint-tech.com/USA new/series-ssd7500-download.htm
SSD7540 https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
SSD7540L https://highpoint-tech.com/USA_new/series-ssd7500-download.htm

macOS Big Sur 11.0 Driver Installation Procedure

1) Locate the download and double click the HighPointNVMe.pkg package to start the installer.


https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm
https://highpoint-tech.com/USA_new/series-ssd7120-download.htm
https://highpoint-tech.com/USA_new/series-ssd7204-download.htm
https://highpoint-tech.com/USA_new/series-ssd7104-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540-download.htm
https://highpoint-tech.com/USA_new/series-ssd7103-download.htm
https://highpoint-tech.com/USA_new/series-ssd7140-download.htm
https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
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Click the Continue button:

L] W Install HighPoint NVMe RAID Controller i

Welcome to the HighPoint NVMe RAID Controller Installer

You will be guided through the steps necessary to install this

Introduction
® software.

Continue

2) macOS will prompt you to install the driver. Click Install to proceed.
» & Install HighPoint NVMe RAID Controller
Standard Install on “110-2013"

Introduction This will take 467 KB of space on your computer.

Destination Select Click Install to perform a standard installation of this software

© Installation Type on the disk "110-2013"

Customize Go Back Install

3) You will be prompted that installer is trying to install new software, enter the Administrator
Username and Password. Once these have been entered, Click Install Software.

Installer is trying to install new software.

Introduc i §| Enter your password to allow this.

Destinat User Name: test ftware
® Installa Password: [esesse
at]

Cancel Install Software

Customize Go Back Install

4) If no pop-ups appear, please proceed to the next step of installation. Click Restart.



@ @ Install HighPoint NVMe RAID Controller |

Thei ion was st full

Introduction

' Destination Select
Installation Type
Installation

® Summary

The installation was successful.

The software was installed.

Click Restart to begin installing the software.

5) Ifyou receive a popup window prompting you for permission, click Open Security

Preferences.
£
|
i" lly.
“ Introduction
» Destination Select System Extension Updated
Installation Type A program has updated system
o extension(s) signed by “HighPoint
“ Installation Technologies, Inc”. To finish the update,
Prs you must approve it in the Security &
NS Privacy System Preferences. successful.
talled.
Open Security Preferences

Click Restart to begin installing the software.

Restart

6) Make sure App Store and identified developers is checked, and then click Allow.

| @ £ Hi Security & Privacy Q

m FileVault  Firewall  Privacy

A login password has been set for this user  Change Password...

Require password C after sleep or screen saver begins
Show a message when the screen is locked
| Disable automatic login

Allow apps downloaded from:

App Store
© App Store and identified developers

System software from developer “HighPoint Technologies, Inc” was Allow
blocked from loading.

[ Click the lock to prevent further changes Advanced... ?

7) You will receive a popup window, prompting you to restart. Click Not Now.



A restart is required before new
system extensions can be used.

8) If you receive the permission prompt for the second time, click “Open Security Preferences”

again.
eoe@ [ l €

@ Introduction

© Destination Select System Extension Updated

@ Installation Type A program has updated system

: extension(s) signed by “HighPoint
@ Installation Technologies, Inc”. To finish the update,
you must approve it in the Security &
SF Summary Privacy System Preferences. 'successful.
talled.
Click Restart to begin installing the software.

Go Back Restart

9) Make sure App Store and identified developers is checked, and then click Allow.

B < | > | ‘Security & Privacy Q Search
el w8
SISl Fiovoult  Firewall  Privacy
A login password has been set for this user  Change Password...
Require password .1/ T after sleep or screen saver begins
~ Show a message when the screenis locked  “! Lok Mosage
 Disable automatic login
Allow apps downloaded from:
~ App Store
O
System software from “HighPoint Inc” was. Allow
blocked from loading.
(o)
. Click the lock to prevent further changes. Advanced... ?

10) You will receive a popup window, prompting you to restart. Click Not Now.
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A restart is required before new
system extensions can be used.

11) Return to the driver installation window. Click Restart to restart the system.

[ X No ¢ Install HighPoint NVMe RAID Controller [
Thei was full
@ Introduction
© Destination Select
@ Installation Type
@ Installation
o STy The installation was successful.

The software was installed.

Click Restart to begin installing the software.

12) After the system restarts, the driver’s status can be viewed under System Information—
Extensions; The following screenshot shows the HighPointNVMe driver has been loaded:



| B
Bumn
Bluetooth
Camers
Card Readar
Contraller
Diagnostics
Disc Bumning
Etharmat Cards
Fibre Channel
FireWire:
Graphies/Displays
Marmory
NYMExpress
PCl
Parallel SCS
Power
Printess
3AS
SATA
SR
Storage
ThunderootusEd
UsB

w Network
Firawall
Locations
Violumes
WWAN
Wi-Fi

« Softwan
Accessiblity
Applications
Develaper
Disabled Software

=

Fonts
Frameworks
Installations

MacBook Pro
Extension Mame Version Last Modifed Motarized Loaded
HFS_Mac Japanese B0 02011, 4:00 P Yas R
HFS_MacKorean 8.0 202001, 4:00 PM Yas No
HFSEncedings Lo 2020017, 4'00 PM Yea Yas
HighPomnuioP 445 Yag L

HighPainthN Vs 1.1.26

HighPomntRR 4.23.1 2027312, 354 PM Yes
initioFW Bridge 511.60.2 2020011, 4:00 FM Yes No
Intel 825741 272

2020011, 4:00 PM

as No

HighPointNVide:

Warsion:

. D56 PM

Obtained from
Apple
Apple
Appla
|dantified Dew

lsantified Dew
Apple
Apple

Bundle ID: com.highpoint-tach, ket HighPoint Ny e
Motarized: Yes
Loaded: Yes
Obtained from: Identilied Developer
Kind: Univarsal
Architectures: arméde, xB6_G4
G4-Bit {intal]l:  Yes
Location: fLibrary/Extensions/HighPontNVikte kext
Kext Version: 11,28
Load sddress: 184467418748071902000
Lioadabba: Yes
Dapendencies: Satistied
Signied by: Developer 1D Application: Highfoint Technelogies, Inc (DXGGEIMENZ), Developer ID Certification Authority,
Apple Root CA
M test's MacBook Pro_M1_0S2 » Software » Extensiona * HighPointMvie

4. Updating the Device Driver
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1)

Note: Update the driver, please make sure the RAID controller is connected to the host.

Current drivers can be downloaded from each product’s Software Downloads webpage.

Product Download Page

SSD7101A-1 https://www.highpoint-tech.com/USA new/series-ssd7101a-1-download.htm
SSD7120 https://highpoint-tech.com/USA new/series-ssd7120-download.htm
SSD7204 https://highpoint-tech.com/USA new/series-ssd7204-download.htm
SSD7104 https://highpoint-tech.com/USA new/series-ssd7104-download.htm
SSD6540M https://highpoint-tech.com/USA new/series-ssd6540m-download.htm
SSD6540 https://highpoint-tech.com/USA new/series-ssd6540-download.htm
SSD7103 https://highpoint-tech.com/USA new/series-ssd7103-download.htm
SSD7140 https://highpoint-tech.com/USA new/series-ssd7140-download.htm
RS6661A-NVMe https://highpoint-tech.com/USA new/series-rs6661a-nvme-download.htm
SSD7505 https://highpoint-tech.com/USA new/series-ssd7500-download.htm
SSD7540 https://highpoint-tech.com/USA new/series-ssd7500-download.htm
SSD7540L https://highpoint-tech.com/USA_new/series-ssd7500-download.htm

Updating the Device Driver (for macOS11.0)

Locate the download and double click the HighPointNVMe.pkg package to start the installer.
Click the Continue button:


https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm
https://highpoint-tech.com/USA_new/series-ssd7120-download.htm
https://highpoint-tech.com/USA_new/series-ssd7204-download.htm
https://highpoint-tech.com/USA_new/series-ssd7104-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540-download.htm
https://highpoint-tech.com/USA_new/series-ssd7103-download.htm
https://highpoint-tech.com/USA_new/series-ssd7140-download.htm
https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm
https://highpoint-tech.com/USA_new/series-ssd7500-download.htm

L] W Install HighPoint NVMe RAID Controller i

Welcome to the HighPoint NVMe RAID Controller Installer

You will be guided through the steps necessary to install this

Introduction
® software.

Continue

2) macOS will prompt you to install the driver. Click Install to proceed.
» & Install HighPoint NVMe RAID Controller
Standard Install on “110-2013"

Introduction This will take 467 KB of space on your computer.

Destination Select Click Install to perform a standard installation of this software

© Installation Type on the disk "110-2013"

Customize Go Back Install

3) You will be prompted that installer is trying to install new software, enter the Administrator
Username and Password. Once these have been entered, Click Install Software.

Installer is trying to install new software.

Introduc i 4§ Enter your password to allow this.
Destinat User Name: test sftware

® Installa Password: | ssesse

at]

Cancel Install Software

Customize Go Back Install

4) If no pop-ups appear, please proceed to the next step of installation. Click Restart.



@ @ Install HighPoint NVMe RAID Controller |

Thei ion was st full

Introduction

' Destination Select
Installation Type
Installation

® Summary

The installation was successful.

The software was installed.

Click Restart to begin installing the software.

5) Ifyou receive a popup window prompting you for permission, click Open Security

Preferences.
£
|
i" lly.
“ Introduction
» Destination Select System Extension Updated
Installation Type A program has updated system
o extension(s) signed by “HighPoint
“ Installation Technologies, Inc”. To finish the update,
Prs you must approve it in the Security &
NS Privacy System Preferences. successful.
talled.
Open Security Preferences

Click Restart to begin installing the software.

Restart

6) Make sure App Store and identified developers is checked, and then click Allow.

| @ £ Hi Security & Privacy Q

m FileVault  Firewall  Privacy

A login password has been set for this user  Change Password...

Require password C after sleep or screen saver begins
Show a message when the screen is locked
| Disable automatic login

Allow apps downloaded from:

App Store
© App Store and identified developers

System software from developer “HighPoint Technologies, Inc” was Allow
blocked from loading.

[ Click the lock to prevent further changes Advanced... ?

7) You will receive a popup window, prompting you to restart. Click Not Now.



A restart is required before new
system extensions can be used.

8) If you receive the permission prompt for the second time, click "Open Security Preferences"

again.
eoe@ [ l €

@ Introduction

© Destination Select System Extension Updated

@ Installation Type A program has updated system

: extension(s) signed by “HighPoint
@ Installation Technologies, Inc”. To finish the update,
you must approve it in the Security &
SF Summary Privacy System Preferences. 'successful.
talled.
Click Restart to begin installing the software.

Go Back Restart

9) Make sure App Store and identified developers is checked, and then click Allow.

B < | > | ‘Security & Privacy Q Search
el w8
SISl Fiovoult  Firewall  Privacy
A login password has been set for this user  Change Password...
Require password .1/ T after sleep or screen saver begins
~ Show a message when the screenis locked  “! Lok Mosage
 Disable automatic login
Allow apps downloaded from:
~ App Store
O
System software from “HighPoint Inc” was. Allow
blocked from loading.
(o)
. Click the lock to prevent further changes. Advanced... ?

10) You will receive a popup window, prompting you to restart. Click Not Now.



A restart is required before new
system extensions can be used.

11) Return to the driver installation window. Click Restart to restart the system.

[ X X°) ¢ Install HighPoint NVMe RAID Controller £
Thei ion was
@ Introduction
© Destination Select
@ Installation Type
@ Installation
® Summary

The installation was successful.

The software was installed.

Click Restart to begin installing the software.

12) After the system restarts, the driver’s status can be viewed under System Information—
Extensions; The following screenshot shows the HighPointNVMe driver has been loaded:

| IO MacBook Pro
‘Bluetooth Extension Name ~ Version Last Modified Notarized Loaded Obtained from
Camera HF5_MacJapanese B0 202011, 4:00 PM Yes Na Apple
Card Readar HFS_MacKorean :14] 20201, 4:00 PM Yas L) Apple
‘Contralkar HFSEncodings 10 202011, 4:00 PM Yo Yas Apple
Diagnostics HighPaimuiop 445 202011, 4:00 PR Yas hi
Disc Burning Hig! ] 11.26 202 1 P Yas Yuos
Ethemet Cards - HighPaintRR 4231 2021312, 354 PM  Yes :
Fibire Channel initioF W Bridge 511.60.2 202011, 4100 PM s No Apple
FiraWire: IntelB25 74L 272 2020011, 4:00 P Va5 Ne 4pple
Graphies/Displays e gy R s o et
a:lﬂmnl;
S ey 1.1.26
Preaial SCEY ST EATETEE 2O TSI, 8156 PM
Powar Bundle ID:  com.highpoint-tech, ket HighPointNYMe
Printers Notarized:  Yes
SAS Loaded: Yes
SATA Obtained from: ldentified Developer
’ﬁ!\ Eimd: Universal
LA Architectures: armGde, x86_64
oI G4-Bit (intoll  Yes
Location: i ions/HighPointhVikde kext
-ou Kot Varsion:  1.1.28
~ Network Load Address:  18446T41874801802000
Flrewall Loadabbe: Yes
Locations Dependancies: Satisfied
R Signed by: Devaloper ID Application: HighPoint Tachnologias, Inc [DXEGEIMINZ), Devalaper 1D Certification Authority,
WA Apple Root CA
_'I u“‘ - -*. ‘u
| Edensions
Installations

W test's MacBook Pro_M1_DE2 » Software * Extensions * HighPointMNViie



5. Uninstalling the Device Driver
Uninstalling the Device Driver for macOS11.0

To uninstall the NVMe driver, you will need to open a Terminal window and enter the
following command:

sudo rm -rf /Library/Extensions/HighPointNVMe.kext
sudo kextcache —i /
o0 0 i test — -zsh — 80x24

-zsh o=

Last login: Fri Dec 18 14:23:37 on ttyseee

test@bogon ~ %lsudo rm -rf /Library/Extensions/HighPointNVMe.kext
Password:
test@bogon ~ % [sudo kextcache -i / |

Executing: /usr/bin/kmutil install --volume-root / --check-rebuild
rebuilding local auxiliary collection

kmutil done

test@bogon ~ % [

6. Installing the RAID Management Software (WebGUI)

Installing the WebGUI for macOS11.0

1) Double click the package named HighPointWebGUI.pkg to start the installer. When the
window appears, click the Continue button.

[ ) w Install HighPoint Web RAID Controller Management
Welcome to the HighPoint Web RAID Controller Management Installer

You will be guided through the steps necessary to install this

& Introduction
software.

Continue

2) You will be promoted to click the Install button. Click Install to continue.
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[ ] ‘w Install HighPoint Web RAID Controller Management
Standard Install on “1010"

This will take 2.7 MB of space on your computer.

@ Introduction
o Destination Select Click Install to perform a standard installation of this software
for all users of this computer. All users of this computer will be
¢ Installation Type able to use this software.
Installation
Summary
Go Back Install

3) You will then be promoted to enter the Administrator Username and Password. Once
these have been entered, click Install Software to continue.

= w Install HighPoint Web RAID Controller Management

Standard Install on “1010"

® Introduction

» Destination St o Installer is trying to install new software. Type re
- your password to allow this. be
o Installation T I .‘_
Installati .
§ Username:
Summary
Password:

Cancel Install Software

—

Go Back

4) The WebGUI Management software has been installed. Click Close to complete the
procedure.
[ ] ‘e Install HighPoint Web RAID Controller Management

The installation was completed successfully.

Introduction

Destination Select

®

®

Installation Type
Installation
Summary The installation was successful.

The software was installed.

®

Close



7. Updating the WebGUI for macOS11.0

1) First, uninstall the current WebGUI. Please refer to item 7 below (Uninstalling the
WebGUI).

2) Once the system has rebooted, download the latest version of the WebGUI from the
appropriate Software Downloads webpage.

3) Locate the download and double click the package named HighPointWebGUI.pkg to
start the installer. Please refer to Installing the WebGUI for macOS11.0 for more
information.

8. Uninstalling the WebGUI for macOS11.0
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To uninstall the WebGUI, access Applications, click on HPTWEBGUI, select uninstall, and
double-click the uninstall-WebGUIL.command. The uninstall command will automatically
open a terminal and uninstall the software:

ece uninstall
< m = i - th < Q
@ AJA System Test Lite.app & HighPoint RA_.ement.webloc
0 App Store.app Hptsvr »
Desktop ATTO ConfigTool .
D Docu @ ATTO Disk Benchmark.app
o0l g Automator.app
o Downloads @& AuteSwitchinput.app
mm . Blackmagic D...eed Test.app
M Blackmagic RAW >
Locations & Books.app
ﬁ Macintash HD W Calculator.app
[T Calendar.app
[Z) OSXRESERVED [® Carbon Copy Cloner.app
- Chess.app
B Contacts.app
8 Davinci Resolve S
B Dictionary.app
£ FaceTime.app
© Find My.app
& Font Book.app
& Foxmail.app
Tags {J Home.app
© nag
Orange L INDanieteEvninrar ann
T ® 7 test — uninstall-WebGUl.command — 94x30

Last login: Thu Jul 2 13:34:32 on ttyseee
/Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;
test@tests—Pro2019 ~ % /Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;

This script will attempt to uninstall HighPoint Web RAID Controller Manage Service

Note: You must be logged on as an administrator to uninstall the software.
The script will prompt you for an administrator password.

If prompted for a password please enter your administrator password.

The following service files will be deleted
/Applications/HPTWEBGUI
/Library/Receipts/wwwfiles.pkg
/Library/Receipts/webservice.pkg
/Library/LaunchDaemons/HPTWebGUIDaemon.plist
/usr/share/hpt
/usr/bin/hptdaemonctl
/Library/LaunchDaemons/HPTWebGUIDaemon.plist: Operation now in progress
| Process has completed.

| [Process completedlf]



9. Trouble shooting
Unable to connect to the WebGUI
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After the driver and management software are installed, the management software displays a
"Connection Failure" warning when attempting to start the

High Doint

Global View Physical Logical Setting Event SHI Logout Help

Connection Failure

The connection between WebGUI and RocketRAID HBA has been
interruptted, WebGUI will try to reconnect RocketRAID HBA in 2 second(s).
L

Connect now

HighPaint RAID Management 2.12.3

interface' Copyright () 1996-2020 HighPaint Technologies, Inc. All Rights Reserved

This error can be triggered by one of the following issues:

S e

The HighPoint NVMe hardware is not recognized by macOS

The HighPoint NVMe device driver is not installed or is not loading properly.
WEBGUI service is not running.

The system’s SIP status is incorrect.

If you are using a T2 system, Secure Boot may not be ‘Disabled’.

If you are using Apple M1 system, Security Policy may not be ‘Reduced’.

1. Verifying the HighPoint NVMe hardware

Please refer to the Appendix — Verifying Product Installation to make sure the
HighPoint NVMe device is properly recognized by macOS.

Note: If you are using the RocketStor 6661 A-NVMe:

1y

2)

If you are using the RocketStor 6661A-NVMe (RS6661A-NVMe), or another
SSD7000 series controller via our RocketStor 6661A adapter and a Thunderbolt™ 3
connection, refer to the third screenshot displayed under - Appendix — Verifying
Product Installation. If the RS6661A entry is present, proceed to screenshot #2.

If the RocketStor 6661A entry is not displayed, this may be related to a connection
problem — move the RS6661A to another Thunderbolt™ 3 port or replace the cable
and recheck the entry.

2. Make sure the HighPoint NVMe Driver is loaded

Please refer to the Appendix - Checking the Driver status and Version to make sure
the HighPoint NVMe driver is installed properly.

1)

2)

If the HighPoint NVMe driver is not loading, proceed to step 2 — Check the
security & privacy status. If HighPoint software is blocked in the permission, you
need to click Allow.

If the driver is loading properly, but the WebGUI is still unable to start, please try to
restart the WEBGUI service. Please refer to Appendix - WEBGUI service restart
make settings.
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3) If WEBGUI is still not connected, please contact our Support Department to open a
support ticket. Please make sure to include any screenshots and system information
you are able to collect (see the Appendix for more information).

3. Check the SIP status

1) Please refer to the Appendix - Checking the SIP Status .
2) Ifthe settings are not correct for your system, please refer to the driver installation

manual for each system to reset the SIP status.

4. For T2 Systems: Make sure Secure Boot is disabled

1) Please refer to the Appendix — Systems with T2 chipsets — Secure Boot status . If
the setting is incorrect, you will need to reboot the system to change the setting.

5. For Apple M1 Platform: Make sure Security Policy is reduced
1) Please refer to the Apple M1 Platform-Reduced Security Policy . If the setting is
incorrect, you will need to shutdown the system to change the setting.

If you encounter any problems while checking items 1-6, please refer to the Appendix to
collect information about your system and configuration, and submit a support ticket to our
Customer Support department using our Online Support Portal: https://www.highpoint-
tech.com/websupport/main.php

The WebGUI can’t connect to a remote system

If you can’t connect to a remote system, make sure raidman-httpsd is running on the target
system, and confirm that you can access the remote system via a TCP/IP connection. If you
have a firewall configured, make sure TCP port 7402 is not blocked.


https://www.highpoint-tech.com/websupport/main.php
https://www.highpoint-tech.com/websupport/main.php
https://www.highpoint-tech.com/websupport/main.php

Appendix

When submitting s support ticket via our Online Support Portal, the following information will
help our Support Department diagnose and resolve your issue as quickly and efficiently as
possible.

Collecting the macOS version

1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and click

“Version”. Then the version number of the system will all be displayed.
O Overview Displays Storage Support Service

macOS Big Sur

[ Version 11.0.1 (20B29) l

MacBook Pro (13-inch, 2018, Four Thunderbolt 3 Ports)
Processor 2.3 GHz Quad-Core Intel Core i5

Memory 8 GB 2133 MHz LPDDR3

Startup Disk 1101

Graphics Intel Iris Plus Graphics 655 1536 MB

Serial Number C02XN5U7JHC8

System Report... Software Update...

Check the security & privacy
1) Check if there is HighPoint software blocked in the permission, if it is blocked, you need to click
“Allow”.

i < g Security & Privacy Q

FileVault  Firewall Privacy

A login password has been set for this user  Change Password...

Require password Z after sleep or screen saver begins
Show a message when the screen is locked
| Disable automatic login

Allow apps downloaded from:
App Store
© App Store and identified developers

System software from developer “HighPoint Technologies, Inc” was Allow
blocked from loading.

@ Click the lock to prevent further changes Advanced... ?
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Verifying Product Installation
1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select
“About this Mac”.

RocketStor 6661 A-NVMe (Thunderbolt entry):

e VIIEDUOK 1O

¥ Hardware Thunderbalt Device Tree
:::‘e iy Thunderbalt Bus 0
o ¥ Thunderbolt Bus 1
Bhiatobth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Memory
NVMExpress
PCI
Parallel SCS!
Power
Printers
SAS
SATA/SATA Express
£A1 RocketStor 6661A:
Storage
Thunderbolt Vendor Name: HighPoint Technologies, Inc.
use Device Name: RocketStor 66614

¥ Network Vendor ID: 0x43

Device ID: OxB861

Firewall Device Revision:  0x1
Locations ID: 0x0043053BEE49ED0D
Volumes ‘F*P"'E S*r‘lcsr - ‘zsw
AN Bpticomn:
Wi-Fi Status: Device connacted

¥ Software Link Status: 0x2
Accessibility g e S :)lpztu 40 Gb/s x1

S urrent Link Width: %
AppRcstins Cable Firmware Version: 09.0
Pevalopar Link Controller Firmware Version: 0.36.0
Disabled Software Port:
Extensions Status: No device connected
Fonts Link Status: ox7
Frameworks sl i Up ¥a.90 Gts 1
Current Link Width: ox1

2) Ifyou are using a SSD7000 series NVMe RAID controller, check under Hardware, PCI.

Reference screenshots for each product are show below.

SSD7101A /7104 /7204 /7120 / 6540 / 6540M , or RS6661A-NVMe:

Card ~ Type Driver Installed Slot
Apple Pay pcitdad,aBos NVM Express Controller  Yes Thunderbol@71,0,0
Ao pcil44d,aBos NVM Express Controller  Yes Thunderbolt®72,0,0
Blustooth peitlddd aB04 NVM Express Controller Yes Thunderbolt®69,0,0
Earist peilddd, agoa NVM Express Controller  Yes Thunderbol@70,0,0
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel pecilaad,a804:
Firewire Typa: NVM Expross Controller
Graphics/Displays Driver Installed: Yes
Memory Tunnel Compatible:  Yes L] @® (2n] locathos
o Pause C i No

pCI ’Bdusul ;;T Controller(1): NVMe

Slot: Thunderbok®71,0,0
Power Vendor ID: Ox144d
Printers Device ID: 0xaB04

Subsystem Vendor ID: Ox144d
BN Subsystem ID: 0xaB01 i
SATA/SATA Express Nom‘{an ID: 3 0x0000 Global View Physical Logical Setting
SP1 Link Width: xd
storage Link Speed: 806Ts Crnate freas oo
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SSD7140/7540L:

¥ Hardware
ATA
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Memary
NVMExpress
PCI
Parallel SCSI
Power
Printers
SAS
SATA/SATA Express
SPI
Storage
Thunderbolt
usB

¥ Network
Firewall
Locations
Volumes
WWAN
Wi-Fi

¥ Software

SSD7103:
ece

¥ Hardware
ATA
Apple Pay
Audio
Bluetooth
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Hardware RAID
Memory
NVMExpress
PCI
Parallel SCSI

SSD7110:

¥ Hardware

ATA

Apple Pay
Audio
Bluetooth
Camera

Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
Firewire
Graphics/Displays
Hardware RAID
Memery
NVMExpress
PCI

Parallel SCSI

Card

AMD Radeon Pro 580X
peil0bs 87d0
peil0b5,87d0
pcil0b5,87d0
peil0bs, 87d0
peilBb7,5002
peil5b7,5003
peil5b7,5003
peilbb7,5003
peil26f,2262
peilaad,aB08
peilaad,aBos
peil002,aaf0
pcil179,11a
pcignes,15eb
XHCA

AMD Radeon Pro 580X:

Name:

Type:

Driver Installed:
Msl:

Bus:

Slot:

Vender 1D:
Device ID:
Subsystem Vendor ID:
Subsystem ID:
Revision ID:
Link Width:

Link Speed:

Card

pci144d,a808
pci144d,a808
pci144d,a808
pci144d,a808
pci1103,7103

-~ Type

Display Controller

Unknown
Unknown
Unknown
Unknown

NVM Express Controller
NVM Express Controller
NVM Express Controller
NVM Express Controller

NVM Express Controller
NVM Express Controller
NVM Express Controller

NWVM Express Centroller
Thunderbolt Controller

USB eXtensible Host Controller

ATY,Farrahue
Display Contraller
Yes

Yes
PCI
Slot-187,0,0
0x1002
0xG7df
0x106b
0x0206
0x00c0
16
80GT/s
MacgBook P
~ Type
NVM Express Controller
NVM Express Controller
NVM Express Controllerf
NVM Express Controller
RAID Controller

pci144d,a808:

Type:

Driver Installed:
Tunnel Compatible:
Pause Compatible:

MSI:
Bus:
Slot:
Vendor ID:

pci144d,a804
pci144d,a804
pcil44d,a808
pci1103,7110

pcil44d,a804:

Type:
Driver Installed:

Tunnel Compatible:
Pause Compatible:

MSI:
Bus:
Slot:
Vendor ID:

NVM Express Controller
Yes

Yes

Yes

Yes

PCI
Thunderbolt@130,0,0
0x144d

MacBook Pro

Type

NVM Express Controller
NVM Express Controller
NVM Express Controller
RAID Controller

NVM Express Controller
Yes

Yes

Yes

Yes

PCI
Thunderbolt@135,0,0
0x144d

Driver Installed

Yes
No

Driver Installed

Driver Installed  Slot

Yes
Yes
Yes
No

slot

Slot-1@7,0,0
Slot-3@17,0,1
Slot-3@17,0,2
Slot-3@17,0,3
Slot-3@17,0,0
Slot-3@26,0,0
Slot-3@21,0,0
Slot-3@20,0,0
Slot-3@24,0,0
Slot-3@22,0,0
Slot-3@19,0,0
Slot-3@23,0,0
Slot-1@7,0,1
Slot-3@25,0,0
Thunderbolt@146,0,0
Thunderbolt@145,0,0

Slot

Thunderbolt@130,0,0
Thunderbolt@131,0,0
Thunderbolt@138,0,0
Thunderbolt@136,0,0
Thunderbolt@137,0,0

Thunderbolt@135,0,0
Thunderbolt@132,0,0

Thunderbolt@134,0,0
Thunderbolt@133,0,0



SSD7505:

eCe Mac Pro
¥ Hardware card ~ Type Driver Installed slot
ATA
Apple Pay AMD Radeon Pro 580X Display Controller Yes Slot-1@7,0,0
s pcilddd,aB08 NWVM Express Controller Yes Slot-3@21,0,0
i pcil44d,ag08 NWVM Express Controller Yes Slot-3@22,0,0
Samura pcildad,a808 NVM Express Controller Yes Slot-3@23,0,0
Card Reader peitadd,2808 NVM Express Controller Yes Slot-3@24,0,0
pci1000,c010 Slot-3@32,0,0
Controller :
i pcil002,aaf0 Slot-1@7,0,
Diagnostics
A . pci1103,7505 i
Disc Burning =
pci8nas,15eb Thunderbolt Controller Yes Thunderbolt@148,0,0
Ethernet Cards
XHC4 USB eXtensible Host Controller  Yes Thunderbolt@148,0,0

Fibre Channel

FireWire

Graphics/Displays pei1103,7506:

Memory

NVMExpress Type: RAID Controller

PCl Driver Installed: No

Parallel SCSI No

Power Bus: PCI

5 Slot: Slot-3@27,0,0

Printers Vendor ID: 0x1103

SAS Device ID: 0x7505

SATA/SATA Express Subsystem Vendor ID: 0x1103

3P Subsystem ID: 0x0001
Revisian ID: 0x0001

Storage Link Width: X2

Thunderbolt Link Speed: 5.0GT/s

usB

¥ Network

Firewall

Locations

Volumes

WWAN

. [ test’s Mac Pro > Hardware > PCI > pcil103,7505

SSD7540:

[ EoN ) Mac Pro

¥ Hardware card = Tyne Driver Installed  Slat
ATA
Apple Pay AMD Radeon Pro 680X Display Controller Yes Slot-107,0,0
Audio pcil44d,a808 NVM Express Controller Yes Slot-3@27,0,0
Blustooth peil44d,a808 NVM Express Controller Yes Slot-3@30,0,0
Camera peil44d,a808 NVM Express Controller Yes Slot-3@29,0,0
Card Reader pril44d,aB08 NVM Express Controller Yes Slot-3@28,0,0
Controller pcil44d,aB08 NVM Express Controller Yes Slot-3@21,0,0
Diagnostice pril44d,a808 NVM Express Controller Yes Slot-3@22,0,0
Disc Burning pcil44d,ag08 NVM Express Controller Yes Slot-3@23,0,0
Ethernet Cards pcilddd,ad08 NVM Express Controller Yes Slot-3@24,0,0
Fibre Channel pci1000,c010 Other Mass Storage Controller No Slot-3@35,0,0
FireWire pci1002,aafd lidio Device s Slot-187.0,
Graphics/Displays (el RAID Controlles No Slot-3@33,0,
Mésiory priBoas,15eb Thunderbalt Controller Yes Thunderbolt@151,0,0
NVMExpress XHC4 USB eXtensible Host Controller  Yes Thunderbolt@150,0,0
2]
Parallel SCSI pei1103,7540:
Power
Printere Type: RAID Controller
e Driver Installed: No

SI: No
SATA/SATA Express Bus: pCI
SPI Slot: Slot-3@33,0,0
Storage Vendor ID: 0x1103
Device ID: 0x7540

Thiunderbol Subsystem Vendor ID: 0x1103
HS8 Subsystem ID: 0x0001

¥ Network Revision ID: 0x0001
Firewall Link Width: x1
Locations Link Speed: 5.0GT/s
Volumes
WWAN

|&| test’s Mac Pro » Hardware > PCI > pci1103,7540

WEBGUI Screenshots

Please take screenshots of WEBGUI each Tab (such as Physical, Logical, Event, etc.) and upload
these to your support case. In addition, check the Event log tab and save a copy of the current log
— please upload this to the support case.

WEBGUI service restart
If you can’t connect to the WebGUI, please check if a process named raidman-httpsd is running
on the system. If it is not running, you can start it manually by opening a terminal window
and running the command: “sudo hptdaemonctl restart”.

Checking the SIP Status

Open a Terminal window and enter the following command:
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csrutil status

Please take a screenshot of the output, and attach it to a support case (see example below):

(] @ T test — -zsh — 80x2
Last login: Sat Oct 12 16:02:36 on ttyseee
estutestsMB201861015 ~ % csrutil status |

ystem Integrity Protection status: enabled.
testPtestsMB20161015 ~ %

The status will vary depending on which version of macOS you are using:

MacOS Version SIP Status Driver Status

11.x Enable Loaded

Systems with T2 chipsets — Secure Boot status

You will need reboot the system and enter Recovery Mode to check the Secure Boot status. This
setting should remain disabled.

Checking the Driver status and Version

1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select
“About this Mac”.

2) Click on Extensions, and then click on HighPoint NVMe entry — please take a screenshot and
attach it this support case (see the example below):

System Information->Software—> Extensions>HighPointNVMe

[ ] [ ] MacBook Pro
Ltaile]
Blugtooth Extension Nama Wersion Last Modified Motarized Loaded Dbtained from
Camera HF5_Maclapanese 8a 20200111, 4:00 PM Yes Ha Apple
Card Readar HFS_MacKorean 8.0 202001, 4:00 PM Yas No Apple

Contralkar HFSEncadings Lo 2020011, 4:00 PM Yes Yes Appla

Diagnostics HighPamiloP Yas |caritified Disvi
Disc Burning HighPainth ke 11.26 & Yas Yos Idontifind Dev
Ethernet Cards HighPaniRR 4231 20211312, 3:54 P Yes Ideniified Dew
Fibire Channel initioFWBridge B1180.2 2020011, 4:00 FM Yes Mo Apple
FireWire IntelB2574L 2.7.2 202011, 4:00 PMW Yes Ne Apple
Graphics/Displays T e Sk i e i R )
Marmasy
NV MExpress HighPointNVMa:
PC1 m
Parallel SCSI Moo= S—
Powar Bundle I0: com.highpoint- tech kext, HighPointNVMe
Printers Motarized: Yes
SAS Loaded: Yes
SATA Obtained from: ldentified Developer
20| Kina: Universal
Architectures: arméde, x86_64
?::: i 64-8it (intal):  Yes o
it Location: MibraryfExtensions/HighPaointh ke koxt

UsE Koxt Version: 11,28

~ Network Load Address: 18448741874801802000
Flrewall Loadable: b
Locations Dependencies: Satistied
ko Signed by Devalopar 1D Application: HighPoint Tachnologias, Inc [DXEGEIMAN), Developer ID Cartification Authority,
WIWAN Apple Root CA
Wi-Fi

~ Softwam
Accessibliy
Applications
Devaloper
Disabled Software
Extensions
Fonts
Framewarks
Instuliations M test's MacBook Pro_M1_082 » § » Extensions * HighPainthNViie

How to Collect System Logs

1) Please attach a copy of the /var/log folder to your support ticket.
To locate the /var/log Folder: 1. Go to Applications — Utilities — Console:
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¢ = oo @ o PSR s
~ B e Mmoo
& Recants > ¢

etivity Manitor AirPart Utility Audio MIDI Selup Blustoath File
Exchange
g
Downigads
0 ColarSyns Uil Ern Digital Colar Diske Litility
Devices m“r

2) On the left side of the Console application, right-click on the /var/log folder and select Reveal in
Finder:

L BN Conscle
o m il e A
Mow  activitles Cloar Reload Inta Shara
m Lifaia aid ity
Devioes CDIS custom LANGUAGE=an
(= 10.13.4's Mac st
e dalty.out
Rmpaoris dispioypallcyd. stdout.lag
" Mac Analytics... fack_his.log
! hfs_conwart.og
[0 System Reports instail.iog
2 User Reports monthiy.cut
wystem.log

Eﬁ system,log 1
fystem. log.O.gz
» 3 ~/Library/Logs ! wystom.log gz

system.log.d.gz
Rawveal in Findar

—
I'! ) varlog

b gystom,log &gz

3) You should then be automatically directed to the log folder in the var directory. Please remember
when sending the folder to zip file, you should first direct it to a separate location (such as the
desktop).
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[ Documents
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Dravicmn

ma mad msgs
Fhlnmtal}lac oo

4) In addition to /var/log Folder detailed above, please attach a copy of the errlog.txt file:

Open terminal and type the following, then press Enter:
log show |grep kernel > hptsyslog.txt

o0 e i test — errlog.command — 69x17

Last login: Tue Dec 11 @B:E7:48 on ttysPea
fUsers/test/Desktop/errlog.command ; exit;

tests-1Mac2P17:~ test$ /Users/test/Desktop/hptsyslog.command § exit;
HighPoint Collect system log for Mac v1.0.0

Make sure you want to collect system log, press enter to continue.

Collecting system log..

1 L1L] (1]

hptsyslog.tgz created, you can find 1t under:/Users/test

Saving session...

...copying shared history...

...8aving history...truncating history files...
oecompleted.

[Process completed]f]

5) Please attach the hptsyslog.txt to your support ticket.
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